How to install a Netfree Root Certificate on
Synology
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Enter the Synology Control Panel
Select Terminal & SNMP
and Activate SSH service
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Use Terminal service to login and manage your system.
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Note: SSH/Telnet only supports logins from accounts belonging to the administrators group. Please refer to Terminal for

Task Scheduler more details.
Note: It is recommended to set a strong password for the login account and enable Auto Block for maximum system
£’ Hardware & Power security.
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Open Terminal

Type : ssh admin@10.0.0.26 -p 22

Where admin is the login of the Synology and 10.0.0.26 is the IP of the Synology
(replace by your own login and ip)

22 is the SSH port defined above in the Synology control Panel
The Terminal will request the Synology password.

Type: cd /usr/share/ca-certificates

Type: sudo mkdir netfree

Type: cd netfree

Type: sudo wget htips://netfree.link/netfree-ca.crt --no-check-certificate

Type: sudo sh -c 'cat /usr/share/ca-certificates/netfree-ca.crt >> /etc/ssl/certs/ca-
certificates.crt'

For security reasons, don't forget to deactivate the SSH service in the control panel
when you have finalized the installation of the certificate.
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